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Executive Summary
• The Navy began IOT&E in February 2007 and a number 

of key test events rema�n outstand�ng pr�or to complet�on.  
Test�ng thus far has demonstrated that the sh�p possesses 
cons�derable amph�b�ous l�ft capac�ty; av�at�on support; 
command, control, commun�cat�ons, computers, and 
�ntell�gence (C4I) capab�l�t�es; and hab�tab�l�ty �mprovements.  

• Operat�onal test�ng revealed rel�ab�l�ty problems w�th cr�t�cal 
sh�p systems; self-defense and Informat�on Assurance 
shortcom�ngs; Chem�cal, B�olog�cal, Rad�olog�cal Defense 
(CBRD)-related vulnerabilities; and significant hull, 
mechanical, and electrical (HM&E) problems.  The Navy’s 
Board of Inspection and Survey identified similar HM&E 
problems �n the�r �nspect�ons of follow-on sh�ps �n the class.

• Completion of IOT&E has been delayed by deficiencies in 
the sh�p’s mater�al cond�t�on, deferred self-defense test�ng, 
unaccompl�shed developmental test�ng, and plann�ng and 
coordination difficulties.

• The Navy completed the Full Ship Shock Trial on LPD-19 
and the Total Ship Survivability Trial on LPD-18 in 
September 2008.  The LFT&E analyses of the data to assess 
vulnerability and survivability of the LPD-17 class will 
continue into FY09.  The conduct of these trials highlighted 
some surv�vab�l�ty �mprovements; however, the tr�als were 
�mpeded by rel�ab�l�ty �ssues w�th cr�t�cal sh�p systems.  

System
An LPD-17 class ship is diesel engine powered and designed 
to embark, transport, and deploy ground troops and equipment.  
The troops and equipment move ashore by air-cushion landing 
craft (LCAC), d�splacement ut�l�ty land�ng craft (LCU), 
amphibious assault vehicles (AAVs), MV-22 tiltrotor aircraft, or 
hel�copters.
• A floodable well deck is used for LCAC, LCU, and AAV 

operat�ons.
• A flight deck and hangar accommodate Navy and Marine 

Corps helicopters and MV-22s.
• Installed C4I facilities and equipment support Marine Corps 

Landing Force operations.
• For air warfare ship self-defense, the Ship Self-Defense 

System Mark 2 Mod 2 (SSDS Mk 2 Mod 2) with Cooperative 
Engagement Capab�l�ty (CEC) �s the combat system that 
integrates Rolling Airframe Missiles, the AN/SLQ-32B (V)2 

(with Mk 53 NULKA electronic decoys) electronic warfare 
system, and radars (AN/SPQ-9B horizon search radar and 
AN/SPS-48E long-range air search radar).

• Two Mk 46 30 mm gun systems and smaller caliber machine 
guns prov�de defense aga�nst small surface threats.

• The Shipboard Wide Area Network (SWAN) serves as the 
data backbone for all electronic systems.  LPD-17 is the first 
sh�p bu�lt w�th a fully �ntegrated data network system.  

Mission
A commander will employ LPD-17 class ships to conduct 
Amph�b�ous Warfare.  In th�s role, the sh�p w�ll:
• Transport combat and support elements of a Mar�ne 

Exped�t�onary Un�t or Br�gade
• Embark, launch, and recover LCAC, LCUs, and AAVs for 

amph�b�ous assault m�ss�ons
• Support aer�al assaults by embark�ng, launch�ng, and 

recover�ng Mar�ne Corps a�rcraft
• Carry and d�scharge cargo to susta�n the land�ng force
• Conduct non-combatant evacuat�on operat�ons and other cr�s�s 

response m�ss�ons

Prime contractor
• Northrop Grumman

Activity
• The Navy resumed LPD-17 class IOT&E in November 2007 

in conjunction with an SSDS Mk 2 Mod 2 FOT&E event.  
Due to poor weather, one of the two planned missile-firing 
events was not completed.

• IOT&E continued on LPD-18 in December 2007 with tracking 
exerc�ses aga�nst h�gh-d�v�ng Ant�-Sh�p Cru�se M�ss�le 
(ASCM) targets and subson�c and superson�c sea-sk�mm�ng 
ASCM surrogates and targets.



n A v Y  P r o G r A M S

154        LPD-17 San Antonio

• The Navy deployed LPD-19, the third ship of the LPD-17 
class, to support fleet operations before the completion of 
the program’s IOT&E.  DOT&E provided an Early Fielding 
Report to Congress in May 2008 regarding the demonstrated 
performance of LPD-17 based on the Navy’s testing to date.  
LPD-17 also deployed in August 2008 as part of the USS Iwo 
Jima Expeditionary Strike Group, and LPD-18 deploys in 
January 2009 with the USS Boxer Exped�t�onary Str�ke Group.

• The Navy conducted LPD-17’s IOT&E phases for amphibious 
warfare, surface warfare, and air warfare between February 29 
and March 27, 2008.  Several planned events not completed 
dur�ng th�s underway per�od were later completed dur�ng 
subsequent scheduled training events.

• Testing of LPD-17’s combat system onboard the Self-Defense 
Test Ship (SDTS) is scheduled to continue in 1QFY09 against 
threat representat�ve ASCM targets.

• IOT&E continued onboard LPD-18 in September 2008 to 
assess “soft-kill engagements” using the NULKA electronic 
decoy system aga�nst ASCM surrogates.

• The final IOT&E phase is a modeling and simulation effort 
to support an assessment of the sh�p’s capab�l�ty to defend 
aga�nst an attack by mult�ple ASCMs.  Th�s phase �s expected 
to complete in FY09.

• The Navy completed two major LFT&E tests, the Full 
Sh�p Shock Tr�al and the Total Sh�p Surv�vab�l�ty Tr�al, 
in September 2008.  Analyses of the results are expected 
in FY09.

Assessment
Although the IOT&E �s not yet complete, the follow�ng are 
DOT&E’s observat�ons from prel�m�nary data and assessments:
• LPD-17 provides considerable amphibious lift.  The ship 

is able to meet its amphibious lift requirements for landing 
force veh�cles, cargo, personnel, fuel, hangar space, well-deck 
capacity, and flight-deck landing areas.  

• The ship is capable of supporting C4I requirements in an 
Exped�t�onary Str�ke Group (ESG) env�ronment; however, 
reliability problems observed in the SWAN and the Interior 
Vo�ce Commun�cat�ons System degraded command and 
control of Marine forces.  The Navy still needs to validate 
Information Exchange Requirements per the approved IOT&E 
test plan, and pursue a formal Informat�on Support Plan 
approved by the Jo�nt Staff.

• Informat�on assurance test�ng revealed vulnerab�l�t�es to 
LPD-17 systems and networks, and the ship was unable to 
effect�vely demonstrate network detect�on, react�on, and 
restorat�on unt�l �nstallat�on of a sh�pboard Intrus�on Detect�on 
System des�gned to help defend aga�nst network attacks.   

• The ship is vulnerable against specific air and surface threats 
likely to be encountered by LPD-17 class ships.  Testing also 
identified integration deficiencies with the AN/SPS-48E radar 
�n the Advanced Enclosed Mast Structure as well as other 
SSDS combat system elements.

• The lack of interface between the real-time SSDS Mk 2 
tact�cal d�splay and the near real-t�me d�splays from the 
Amph�b�ous Assault D�rect�on System and Global Command 

and Control System-Mar�t�me degrades s�tuat�onal awareness 
and increases the likelihood of misclassified contacts and 
potent�al blue-on-blue engagements. 

• Major elements of LPD-17’s SSDS Mk 2 Mod 2 combat 
system collect�vely have a large number of h�gh sever�ty 
software trouble reports, �ncreas�ng the l�kel�hood of 
occurrence of one or more dur�ng operat�ons.

• Dur�ng the amph�b�ous warfare phase of the IOT&E, the sh�p 
experienced system failures that significantly affected its 
operat�ons and surv�vab�l�ty.
- The SWAN experienced faults, one of which resulted in 

a loss of the crew’s capab�l�ty to control and mon�tor sh�p 
equipment including navigation, propulsion, and steering 
in the normal mode for approximately 18 hours.  Off-ship 
contractor techn�cal ass�stance was necessary to restore the 
system.  

- The engineering control system (ECS) and fire detection 
alarm system exh�b�ted excess�ve false alarms and 
completely fa�led tw�ce, result�ng �n the need to man 
add�t�onal eng�neer�ng watch stat�ons unt�l restorat�on.  
The requirement for the crew to man additional watch 
stat�ons revealed mann�ng and tra�n�ng shortfalls that have 
�mpl�cat�ons on the sh�p’s capab�l�ty to susta�n combat 
operat�ons.

- The electr�cal d�str�but�on system exh�b�ted uncommanded 
open�ng of breakers and exper�enced a total loss of electr�cal 
power .  Th�s h�ghl�ghted a cont�nu�ng problem w�th 
un�nterrupt�ble power suppl�es, wh�ch do not prov�de power 
when required.  

• The Navy’s CBRD In-Service Engineering Activity 
documented significant design and installation deficiencies 
w�th the Collect�ve Protect�on System and Casualty 
Decontam�nat�on Stat�ons.  Real�st�c CBRD test�ng has not yet 
been accompl�shed.

• LPD-17 has yet to complete dynamic interface testing for the 
AV-8 Harrier and is therefore unable to conduct operational 
testing or receive certification to land and service the aircraft.   

• The surv�vab�l�ty of the San Antonio class sh�ps appear to 
be �mproved over the LPD class sh�ps they w�ll replace.  
However, problems encountered w�th cr�t�cal systems dur�ng 
testing (particularly with the SWAN and ECS) may offset 
some of the surv�vab�l�ty �mprovements and have h�ghl�ghted 
ser�ous rel�ab�l�ty shortcom�ngs.  

recommendations
• Status of Prev�ous Recommendat�ons.  Two recommendat�ons 

made in FY07 are being addressed; however, the modified 
target (GQM-163A Coyote) intended to represent the 
high-diver ASCM threat has not been flight-tested.  

• FY08 Recommendations.  The Navy should:
1. Complete remaining IOT&E elements, including:  modeling 

and s�mulat�on effort to support an assessment of the sh�p’s 
probability of raid annihilation requirement, an end-to-end 
test of the sh�p’s CBRD capab�l�t�es, and a demonstrat�on 
of the sh�p’s capab�l�ty to sat�sfy �ts �nformat�on exchange 
requirements.  A test of the ship’s interoperability with AV-8 
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aircraft should be conducted as FOT&E after completion of 
prerequisite developmental testing.

2. Continue installing the AN/SPS-48E radar antenna 
correct�ve shroud on rema�n�ng sh�ps of the class and 
complete operat�onal test�ng needed to demonstrate the 
radar’s effect�veness �ns�de the Advanced Enclosed  
Mast Structure.

3. Conduct comprehensive information assurance testing 
during FOT&E, including testing to address privilege 
escalation and an assessment of LPD-17’s susceptibility to 
internal threats.  Additionally, the Navy should re-examine 
protect�on, detect�on, react�on, and restorat�on capab�l�ty 
after �nstallat�on of an Intrus�on Detect�on System.

4. Develop, test, and field fixes to critical systems including 
the SWAN, ECS, and fire detection and alarm systems.

5. Review the problems repeatedly identified in the Navy’s 
Board of Inspection and Survey inspections of the LPD-17 
class sh�ps to establ�sh wh�ch problems are des�gn �ssues 
and which are quality assurance failures and develop 
correct�ve act�on plans for both.

6. Review the impact of the ship’s manning, training, and 
log�st�cs support on the rel�ab�l�ty and ma�nta�nab�l�ty of 
sh�p systems.
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